OE Federal Credit Union
Online Privacy Policy

OE Federal Credit Union recognizes that members are looking for a safe and secure way to conduct business through their website.

Online Security

OE Federal Credit Union will monitor login activity on its website. Our system will ask additional security questions if it detects any behavior that is out of the ordinary for you; things like signing into your account from a different computer or IP address.

While you are signed into HomeBanking, your information is encrypted with a minimum of 128-bit Secure Socket Layer (SSL) encryption.

Online Privacy

OE Federal Credit Union does not share, trade, or give your personal information. Click here to read our full privacy policy.

The OE Federal Credit Union website uses cookies to recognize returning visitors and keep track of personal preferences online. Cookies are not used to collect or store information. Cookies can be disabled on your web browser’s preferences in addition to deleting your web browsing history. Disabling of cookies may cause HomeBanking and online Bill Payment to not function properly.

OE Federal Credit Union does not endorse or guarantee the products, information, or recommendations provided by third party linked sites. We are not liable for any failure of products or services advertised on linked sites. Third party sites privacy policies may differ from OE Federal Credit Union’s; it is the responsibility of each user to review those privacy policies.

We recognize that protecting children’s identities and privacy online is an important responsibility for both families and us. We will never knowingly market or solicit information from children under age 13, nor will we ever post information or content that is harmful to children. Parents and guardians are encouraged to monitor the online activities of their children. The Credit Union is not responsible for the privacy policies, data collection and use practices of non-affiliated third parties that may be linked from oefcu.org.